Topics for Midterm, Spring 2020

Security Basics
  Problems with Provable Security
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  Passwords
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Cryptographic Protocols
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  Man-in-the-Middle Attacks
  Reflection Attacks
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  Key Management Strategies
  Kerberos
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  PKI

Software Security
  Password Cracking
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